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# 个人信息

　刚买了房，咋会接二连三接到各种装修公司打来的电话？车子保险临近，就被各种推销电话轮番轰炸……个人信息泄露带来的一系列骚扰电话、网络诈骗等行为，不仅让人不胜其烦，更严重威胁个人安全。

　　昨日，重庆晚报记者从两江新区公安分局获悉，该局最近打掉一个侵犯公民个人信息的犯罪团伙。

　　两江新区警方介绍，上月初，民警接到报警，有人在网络出售两江新区、渝北区楼盘业主信息、机动车车主信息数十万条。

　　警方立即成立专案组，经过调查，3月23日将两名犯罪嫌疑人抓获。嫌疑人刘某交代，他所在一家科技公司，对外业务名义上是短信群发、微信公众号推送集团彩铃等，实际上是通过非法渠道收集和出售公民个人信息。

2014年底，刘某通过QQ在网上购买100多万条含有公民个人信息的原始数据，再以每条3分到6分价格出售给有需要的特定客户群体。尝到甜头后，刘某转变公司业务方向，建立一条非法获取公民个人信息—信息整理建库—个人信息使用、交换、出售的黑色产业链。公司主要收入来源是，将公民信息出售给有特殊数据需求的机构或个人，从中赚取差价，非法牟利100万余元。
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